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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a new solution for KI#2
1	Introduction

2	Proposal
It is proposed to agree the following changes in TR 23.748.

************* Start Changes *************
6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	5

	#1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
	X
	
	
	

	#2: Local DNS based edge server address discovery
	X
	
	
	

	#3: DNS AF
	X
	
	
	

	#4: Providing the DNS authoritative server with IP addressing information about where the UE is located
	X
	
	
	

	#5: Server Discovery using DNS, IP Routing and URSP
	X
	
	
	

	#6: Discovery of EAS based on DNS
	X
	
	
	

	#7: SMF/I-SMF selection based on DNAI
	X
	
	
	

	#X: Reducing packet loss during EAS relocation
	
	X
	
	



************* Next Change*************
6.x	Solution #n: Reducing packet loss during EAS relocation 
6.x.1	Solution description
6.x.1.1	General
This solution addresses the Key Issue #2: Edge relocation. 
In this solution both the AF and SMF can trigger the EAS relocation. The AF can trigger the EAS relocation due to internal information such as congest condition and it is assumed that the local PSA is not changed. The AF can also trigger the EAS relocation during the UE mobility when the SMF determines to relocate the local PSA and notifies the AF of the UP change. In this case the SMF notifies the AF in early notification about the target DNAI list which are available in the current location and supported by the SMF, so the AF can select a target DNAI to perform EAS relocation.
When the EAS is relocated, the EAS IP address may remain the same or may need to be changed. If the EAS IP address needs to be changed, this solution assumes application layer mechanism is used to notify the UE with the new EAS IP address, for example via HTTP redirection. The details of the mechanism are out scope of SA2. In the meantime the selected target DNAI, the new EAS IP address ((if the EAS address is changed) and the N6 traffic routing information is provided in the Nnef_TrafficInfluence_AppRelocationInfo by AF to SMF so the SMF can update the traffic steering rules in the ULCL/BP, select a new local PSA and send N6 traffic routing information in the local PSA.
NOTE: The EAS address can be e.g. an Anycast IP address in which case the destination IP address remains the same from the UE point of view. 
In order to reduce packet loss in the uplink, the old EAS continues to serve the UE until the new user plane path has been established and the application context has been moved to the target EAS. 

Scenario 1: EAS IP address is changed:
-	The AF influences the SMF to request the new ULCL/BP to forward uplink data with old EAS IP address or old IPv6 prefix towards the old ULCL/BP and then to old EAS, and forward the uplink data with new EAS IP address or new IPv6 prefix towards the new PSA. The new PSA buffers the uplink data. 
Scenario 2: EAS IP address remains the same:
-	The AF influences the SMF to request the new ULCL/BP to forward uplink data with the EAS IP address towards the new PSA. The new PSA buffers the uplink data. 
After the EAS relocation is completed the AF notifies the SMF and the SMF requests the new PSA to forward all uplink data to new EAS. 
When applications do not support the change of client address, the AF sets the UE IP address preservation indication. As in both the Branching Point and LADN mechanisms the UE IP address may change during UE mobility, the SMF may activate ULCL instead of BP or LADN to route the traffic towards these applications.
6.x.2	Procedures

The procedure is based on the procedure in clause 4.3.5.7 in TS 23.502 “Simultaneous change of ULCL/BP and PSA” with the differences as described below.   
Figure 6.x.2-1 Call flow to reducing the packet loss during EAS relocation
Step 1, The SMF sends early notification to AF. This message may sent via NEF. The SMF includes the target DNAI list towards the AF. 
Step 2, The AF determines the target DNAI from the target DNAI list, prepares the EAS relocation and determines the new EAS IP address. The Old EAS continue to serve the UE.
Step 3, The AF sends Nnef_TrafficInfluence_AppRelocationInfo to SMF. This message may be sent via NEF. This message includes the selected target DNAI and the new EAS IP address (if the EAS address is changed) in the N6 traffic routing information towards the new EAS. This message may also include an indication to indicate the support of seamless edge application relocation and the need to buffer the uplink data in the local PSA.
Step 4, Based on the target DNAI the SMF selects local PSA2 and establishes an N4 session. The SMF sends new N6 traffic routing information to the local PSA. Based on the indication in step 3, the SMF also indicates local PSA2 to buffer the uplink data.
Step 5, The SMF sends N4 Session Modification to old ULCL/BP 1 to allocate resource for forwarding tunnel.
Step 6, Based on the target DNAI the SMF selects a new ULCL/BP 2 and establishes an N4 session. The SMF establishes data forwarding tunnel from new ULCL/BP 2 to old ULCL/BP 1 as described in TS 23.502 clause 4.3.5.7 . The SMF sends the new traffic steering rules to the new ULCL/BP 2. Depending on the information in Step 3, the uplink data using the old EAS IP address(ULCL) or old UE IPv6 prefix(BP) can be steered to the ULCL/BP 1 via forwarding tunnel. The uplink data with new EAS IP address(ULCL) or new UE IPv6 prefix(BP) is forwarded to PSA2. 
Step 7, The SMF sends N2 PDU session modification to RAN to so uplink packets can be sent to new ULCL/BP 2
Step 8, In case of Branching Point, the SMF may sends a new UE IPv6 prefix and the new routing rules to the UE via user plane. When the EAS IP address is to be changed, the new routing rules include the new EAS IP address and the UE starts to use the new UE IPv6 prefix for uplink data after step 12. Otherwise the new routing rules include the old EAS IP address and the UE start to use the new UE IPv6 prefix for uplink data.
Step 9, The UE sends uplink data to RAN node and then towards the new ULCL/BP 2. The new ULCL/BP 2 forwards uplink data based on the traffic forwarding rules setup in Step 6, i.e. either to old ULCL/BP 1 via the forwarding tunnel or PSA2. The old UPLC/BP1 forwards the uplink data to PSA1 and then forwards to old EAS. 
Step 10, The PSA2 buffers the uplink data with new EAS IP address or new UE IPv6 prefix as indicated by SMF in Step 4.
Step 11. The SMF sends late notification to the AF to indicate the successful user plane relocation. This message may be sent via NEF.
Step 12 [Optional], The AF may send new EAS IP address to the UE via application mechanism, for example the HTTP redirection. The UE then can start to use the new EAS IP address as target IP address.
Step 13, The AF performs the EAS relocation. The UE context is relocated from the old EAS to new EAS. The old EAS stops to serve the UE.
NOTE: Before the EAS relocation the old EAS should ensure that all uplink packets with old EAS IP address have been received in the old EAS. 
Step 14, If the EAS address was notified to the UE in Step 12, the UE start to use new EAS IP and sends uplink data with new EAS IP address towards the RAN and then forward to new ULCL/BP 2 and PSA2. 
Step 15, After successful relocation the AF sends Nnef_TrafficInfluence_AppRelocationInfo to SMF to indicate the successful application relocation. This message may be sent via NEF.
Step 16, the SMF sends N4 Session Modification to local PSA 2 to start the uplink data forwarding.
Step 17, The local PSA2 forwards the buffered uplink data towards the new EAS.
Step 18, The new uplink data are transferred via new ULCL/BP 2 and local PSA 2 to new EAS.
Step 19, The new downlink data are transferred via new ULCL/BP 2 and local PSA 2 to the RAN and UE.
Step 20, The SMF release the old ULCL/BP 1
Step 21, The SMF release the old local PSA1.

6.7.3	Impacts on Existing Nodes and Functionality
AF
1.	For early notification the AF provides the selected target DNAI, new EAS IP address to the SMF. The AF provides an indication to indicate the support of seamless edge application relocation and the need to buffer the uplink data in the local PSA. 
SMF:
1. Request the local PSA to buffer the uplink data before application relocation.
2. Request the local PSA to forward the buffered uplink data to new EAS after application relocation complete.
3. For early notification the SMF sends the target DNAI list to the AF so the AF can select one target DNAI.
Local PSA:
1.	Support the uplink data buffering.
*************** End Changes ***************
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